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1. Overall description:
ETSI CYBER QSC has been developing a Technical Report to give guidance on the migration from a system protected by classical cryptography to a system that is protected using quantum safe cryptography. As a key element of many systems the Hardware Security Module (HSM) also has to be migrated to be a quantum safe element. Unfortunately there is no clear timeline for when HSMs, and the specifications/standards they rely on, will be available to support a migration to QSC.


2. Actions:
To assist CYBER QSC in preparing guidance for migration across a number of sectors by sharing plans for standardisation of Quantum Safe HSMs and supporting platforms.

3. Date of next meetings of the originator:
Notwithstanding the unknown duration and impact of travel restrictions imposed by the global response to the COVID-19 pandemic the calendar of meetings of ETSI CYBER QSC is given below (meetings may be changed to be online only if travel restrictions remain in place).

[image: ]


	1/1
image1.png
o | CYBER QSC

ey ey
CYBERQSC#17 1111 2020-06-17 1111 2020-06-18 ° Sophia-Antipolis, FR

+ | CYBER QSC

(’ cYBERQSCH#18

oy e
1111 2020-10-02 11 2020-10-02 ° Sophia-Antipolis, FR

+ | cvBERGSC %t (' cyBERascH

ey oy
154 2020-12-09 [ 2020-12-10 ° Sophia-Antipolis, FR




